VPN Network Folders
Login:

1. Open your internet browser, connect to the internet, and type in the following web address:
https://vpn.doc.sc.gov Note: Do NOT type “www”.

a. Ifyou get this screen: left-click “Continue to this website”.

a] There is a problem with this website's security certificate.
L

LX)

The security certificate presented by this website was not issued by a trusted certificate authority.
The security certificate presented by this website was issued for a different website's address.

Security certificate problems may indicate an attempt to fool you or intercept any data you send to the
server.

We recommend that you close this webpage and do not continue to this website.
@ Click here to close this webpage.

&Y Continue to this website (not recommended).

& More information

2. Type your network Username, Password, and left-click “Login”. Note: This is the same
Username and Password you use to log into your work computer.

SonicWALL | Secure Remote Access

Username: || |

Password: | |

Domain: SCDC -

3. Type the Password you received through a message sent to your mobile phone or personal

SonicWALL | Secure Remote Access

email.

A temporary password has been sent to your viext.com
address, Please enter it below.

Password: | |

| Login || Cancel |

4. You will see the following screen when you have successfully logged in:



South Carolina
D o C “ Virtual Office Options | Help | Logout

User: Fred Bove  Session Status: Active

Welcome to the SCDC Virtual Office

The SCDC Virtual Office provides easy and secure remote access to the corporate network from anywhere on the
Internet.

NetExtender @ File Shares
Disconnected Browse shared files on your corporate
Click to connect network.

| All Bookmarks || Web || Files |

(% Home Folder Hame Nework Folder
3 Public Folder Public Network Folder
&P scoc Outlook Web Access SCDC Outiook Web Access
w Secured Applications Secured Applications
 shared Folder Shared Network Folder

5. Double left-click “Home Folder”, “Public Folder”, or “Shared Folder”, which will open the
following window:

@ File Shares Java Applet - Mozilla Firefox =)

e scgov

068G

i | i1re._sarver home|c052267 (documents Trarngs |

o i\ ) Computer Basics
o D) | Donricading Digtakhy Recorded Disciplinary Hearings
o | ) Intr anet

) Manrame

3 Office

) OMS Manuals

J) Posts

i scers

3 Use of Force

B 2012_Tranng_Log.xdsx

S Thumbs.db




Login Troubleshooting:

Java Test Failed

You do not have the current version of Java installed; you will need to “Get Java”.

firtual Office - M =

Testing for Java compatibility...

Test failed

Java s ot installed, or not enabled n your web browser.
Gotdwa |
After irntaling anl ervibirng Joren, cick the buutton ek 10 fry again.

TryAgain |

1. Left-click “Get Java” and follow the installation instructions.
Once Java has been installed/updated, you will need to close all internet browser windows and
log into the VPN again.

3. If the following warning pops-up, left-click “Run”.

Jirea Secuarity Warning =x_1
.

The application requires an earlier version of Java. Do
you want to continue?

Rame:  JavaversionDisplayhpplat

Frome  hitpss thpn doc s¢ gov

i The recuired version of Jnvn, 1 £ O-cem, b ot She inbest nnd mary et Contain the iniest
W2/ secwrtyupdmes

Digital Signature/Certificate cannot be Verified:

1 Warning - Security

The application's digital signature cannot be verified. 0

[

Warning - Security [
The web site's certificate cannot be verified. Do you
want to continue?

Name:  vpn.doc.sc.gov

Do you want to run the application?

Name:  com.sonicwall.sslvpn.sonicfiles.controller.SonicFilesApplet

Publisher:  UNKNOWN

From: hitps:/ivpn.doc.se.gov
Publisher: UNKNOWN
Always trust eontent from this publisher
[] Always trust content from this publisher

——  This application will run wih unresiricted access which
! may put your personal information at risk. Run this More Information...

applcation oy 1 you trust the pusiisher w The certificate cannot be verified by a trusted source More Information...

1. Left-click the check box beside “Always trust content from this publisher.”
2. Left-click “Yes” or “Run”.



Viewing a File:
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Local/Home Computer SCDC Computer

1. Choose where you want the file saved on the left-hand side of the screen. This is where
the file will be downloaded on the local/home computer.

2. Locate the file you wish to view on the right-hand side of the window and left-click once
to select the file.

3. With the file selected, left-click the " button. This will download the file to your
local/home computer. A “Copying” progress bar will appear on the screen depending on the
size of the file.

Copying . i
Copying fila
|
| 320.00 KB of 1,25 MB ot 49.21 KBfsec; 0:00:19 Remaining Cancel |
I ——
4, Once the file has successfully downloaded, double left-click the file on the local/home

computer to open/view the file. Note: Any changes made to the downloaded file will NOT be
made to the file located on the SCDC network. If you make changes, you need to upload the file
to the network.

Uploading a File:

1. Choose where you want the file saved on the right-hand side of the screen. This is
where the file will be uploaded on the SCDC computer.

2. Locate the file you wish to upload on the left-hand side of the window and left-click
once to select the file.



With the file selected, left-click the button. This will upload the file to your SCDC
computer. A “Copying” progress bar will appear on the screen depending on the size of the file.



